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# Use Case Description

e-Trustex Web Access does not currently allow the user to choose the receiver party to which the messages are sent. It is a limitation that needs to be removed, and this Use Case describes the new desired behaviour.

# Actors

|  |  |
| --- | --- |
| Actors | Description |
| Sender Party | The Party sending the message. |
| Receiver Party | The Party receiving the message. |
| System | e-Trustex Web Access |
| User | A human accessing the System. |

# Basic Flow

## User wants to open the New message page

User wants to open the **New** message page. There are two ways of doing this:

* Any mail box (Inbox/Sent/Draft) > New (![](data:image/png;base64,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))
* Draft (![](data:image/png;base64,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)) > Click on a draft message

The only difference is that the first option will open an empty New message page, whilst the second will open a New message page with, potentially, some data already filled in.

## System displays the New message page

Current:

**"To:** **"** field is automatically filled in with a hard-coded party and cannot be changed.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAMkAAAARCAIAAAD4yR8QAAAAAXNSR0IArs4c6QAAAAlwSFlzAAAOxAAADsIBw3GpnQAAA65JREFUaEPtWDFW4zAQVfYgNE5HncppnAPkClAkHYV9ACoOEBd0TgFX4ABxQypqurjhIt4ZSbZG0lg27Bo2G+s93iOWNJr582c0mlld12IaEwIjIPBrBJmTyAkBRGDi1sSDsRCYuDUWspNcza0ymzEjK/8XgKR9vjnVfmnMdqZDcxoWa4kUZGRwiC73lRC4Sf5jDSmKaNB9OhHsiwGZvlLuMh8MRlmliy8MrVxmGWjriHUtgN1Qy5NxSOFTXJzsr2f/C8xKU/g7uLYaU09FLMwCxKFrzsjAPRQsKgMl2OfpfXJTHFtzcqNZb59eS6eo9fREW+NWK1cpuZ2exoDhKet9QKmWys4K71R8I14AtxQujvW+782C0BzFywc0JINwKy0KSi7tbe08+OVFN/etRtb4ecBXyjLnE2BQLnnckjRv6MYxq64H1Fs0L7ZZW308i0uzKp+O6TqJktv4+FTqy6iq3gR8pPdStHmtXzcRXASBuZ4iQR7y/tFbSkTRIn9pKo7yJU/X62YP/IpvE1CDjmSdGt17pQcWsGAw6z/ej32mbp6LOL/H27183IriGaGzRh+3gEPz7VEz+JDmK6ZW+BNbx9+r0RQi2jwYBwF28fUVf3pork9fII14qzSBAS06aCQCWRpySWq1LEdiLyLXTeLq2uNstb9nWOgpiMvaMOLBCO/pNDkCdontzXK5ytMHj1m9PQjUBfLunTI9uYM8qOIHg7yud1bg9+H+I/Myphr9Ifq3j9/3QHHqLQutllw2tQZjVO1v2GQhBRy385bU8+3i0DgqBAYNhDmIPg1wrmTXEVIPu7Ynb3GpcUjOHwzR2AvBcwTpVS6EShdMHmhVCcyZBxX7RlP3KZN2GDM1uVxqWYnPbHNyaZkhZeQNbj3mdGq0q7DW8V1gyGOaQFAvBy4Pcb5CdbsugB5uAcyexM67ZGyefEE+Fi/WqxeQk+TCwshUPEoyEgedE5hLdk0tr/3q6IR5fig+klyZdSHKy4ErrWgRhqXuSrS5qLlDpGLBXNMJhmVEsoPKPF91xM6nfNDzTlSv47begv+Vr6zv/2qPwn/c0Fc802doeRia+ws9CB9Pq1PQ3YOg/YgO1Pk3mzLcbYo0a92HsfSuFZTcbqkA/4KVUwN6ELr5YiXOs+AWj4fXImpC0QGems13qjQIJJSJO+TV4g48gmpFHMP0i9rdRjNfqtdD6+BWEAy+6ULbYl/h1gz5NY0JgREQ6OtBjHDkJPJCEJi4dSGO/gEzfwMgOEORCOVHFQAAAABJRU5ErkJggg==)

Desired:

* If there is only one ICA with the currently selected Sender party, the **"To:** **"** field is represented as plain text.
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* Otherwise, **"To:** **"** field is represented by a drop-down list, with no default selection. The list is populated with all parties having an ICA with the currently selected Sender party (top right of the page).

Refer to *Default selection* section for more details on how the component should behave.

## User chooses the desired destination party from the "To: " drop-down list.

Refer to *First selection section* for more details on how the component should behave.

## System loads the corresponding interchange agreement

System uses the information corresponding to this interchange agreement in order to know if the attachments and the message need to be sent encrypted (ICA Confidentiality level 2 means encryption is mandatory), and if the message needs to be signed (ICA Integrity level 2 means signing is mandatory).

## Other intermediary User/System steps that are not subject of this change may be performed

E.g.: filling in other fields, uploading files or folder, signing the files etc.

## User clicks Send ()

## System builds and sends the message

System validates the information: the Destination party (**"To:"** field) is not empty.

System asks User if the message needs to be signed before sending and will apply the signature. Signing becomes compulsory, if the Integrity level of the ICA is higher than MODERATE. This needs to be checked as the ICA changes once a different Receiver has been selected and the Integrity level might also change.

Depending on the Confidentiality level of the ICA between the sender and the selected receiver party the message may be encrypted or not. Before, this ICA was always known, as the receiver party was hard-coded. Now the ICA is reloaded on receiver change.

# Sub Flow

## S1. Encryption change

The User is warned (via a dialog) that currently uploaded files will be disregarded and new uploads are necessary.

The following choices are given to the User:

* Accept and Confirm the action, in which System clears the list of added files and User will need to start over the upload of the files he/she needs
* Cancel the action, in which case he/she is returned to the New message page which is in the same state as before the warning was presented to the User

# Alternate Flow

## A1. At step 6 User clicks Send () , user clicks Save ()

User clicks **Save**.

System saves the information that has been provided up to this point. No validation is performed, so a completely blank message can be saved.

## A2. At step 5 Other intermediary User/System steps that are not subject of this change may be performed, user changes the Receiver party selection

Refer to *Selection change section* for more details on how the component should behave.

## A3. At any step, User clicks Cancel in the New message page

User is returned to the **Inbox** page.

# Exceptional Flow

## E1. At any step, a technical error occurs

In case of a technical error, System displays an error page to the user. The information introduced and not saved by the User is lost.

# Prerequisites

**User** has the appropriate rights to access the **System** and perform the actions in this use case.

# Additional Information

## Drop-down interaction

### Default selection

While no Receiver Party has been chosen, the Open Upload button is disabled.

### First selection

Once a Receiver Party is selected, the Open Upload button is enabled.

### Selection change

Each time the Receiver Party selection is changed, System reloads the interchange agreement corresponding to the new selection.

If no file was uploaded before the selection change, System does not need to take any extra action.

In the case the User already uploaded some files and then changed the selection the following cases may arise (concerning the File Upload), depending on the Confidentiality level in the interchange agreements:

#### Same Confidentiality level

The Confidentiality level of the Interchange Agreement corresponding to the new selection is the same as the one corresponding to the previous selection.

If Confidentiality level is PUBLIC, System does not need to take any extra action, as no encryption was done and no encryption is needed.

If the Confidentiality level is LIMITED\_HIGH, the System checks the certificate corresponding to the ICA of the newly selected Receiver and the one corresponding to the ICA of the previously selected one by using the certificate's serial number and issuer. There are two possibilities:

* Identical certificates: System does not need to take any extra action, as the files were encrypted with the same certificate.
* Different certificates: the files need to be encrypted with the certificate corresponding to the ICA of the new Receiver (include sub flow S1. Encryption change )

#### Different Confidentiality level

In this case one Confidentiality level is PUBLIC and the other is LIMITED\_HIGH.

* PUBLIC > LIMITED\_HIGH: the files that previously were not encrypted must now be encrypted (include sub flow S1. Encryption change )
* LIMITED\_HIGH > PUBLIC: the files that previously were encrypted must now not be encrypted (include sub flow S1. Encryption change )

### User interface

|  |  |
| --- | --- |
| Default (collapsed) |  |
| Expanded |  |
| Selected (collapsed) |  |
| Selected (expanded): empty choice not available |  |